Приложение 4

К приказу от \_\_\_\_\_\_\_№

«Об утверждении концепции информационной безопасности и назначении ответственных за ее исполнение»

**УТВЕРЖДАЮ**

Директор МБУ ДО «Центр ДО детей и эвенкийских народных ремёсел»

\_\_\_\_\_\_\_\_\_\_\_ О.Н. Цыбикова

«\_\_\_\_\_»\_\_\_\_\_\_\_\_\_\_\_20\_\_ г.

**ДОЛЖНОСТНАЯ ИНСТРУКЦИЯ**

Администратора баз данных МБУ ДО «Центра ДО детей и эвенкийских народных ремёсел»

**1. Общие положения**

* 1. Настоящий документ определяет основные обязанности, права и ответственность администратора баз данных МБУ ДО «Центра ДО детей и эвенкийских народных ремёсел» (далее - организация).
	2. Администратор локальной баз данных (далее – администратор БД) назначается приказом руководителя организации.
	3. Администратор БД выполняет работу по поддержанию в актуальном рабочем состоянии полного объема оперативной и накапливаемой информации, содержащейся в базах данных организации.
	4. Требования администратора безопасности организации, связанные с выполнением ими своих функций по защите информации, обязательны для выполнения администратором БД в части исполнения положений настоящей инструкции.

**2. Обязанности администратора БД**

   Администратор БД обязан:

2.1. Осуществлять мероприятия по оптимальному использованию ресурсов

вычислительной системы организации с помощью настройки конфигурации

операционной системы и характеристик баз данных.

2.2. Поддерживать в актуальном и работоспособном состоянии системы управления базами данных (СУБД), своевременно устанавливать обновления, дополнения и исправления к СУБД.

2.3. Планировать дисковое пространство сервера БД, необходимого для нормального функционирования СУБД, планировать обновления аппаратного обеспечения сервера баз данных.

2.4. Оптимизировать производительность баз данных организации.

2.5. Обеспечивать поддержку в актуальном состоянии полного объема оперативной, накапливаемой и нормативной информации, необходимой для осуществления основной и других видов деятельности организации.

2.6. Организовывать и управлять доступом к базам данных пользователей организации в соответствии с их функциональными обязанностями.

2.7. Устанавливать полномочия пользователей баз данных, управляет их правами.

2.8. Администрировать процессы обмена данными с другими структурными подразделениями организации и внешними организациями.

2.9. Участвовать в разработке и осуществлении организационных и технических мероприятий по комплексной защите информации в организации, обеспечивающих ее сохранность при сбоях и отказах компьютерной техники, а также исключающих несанкционированный доступ к ней.

2.10. Осуществлять комплекс работ по внедрению программных средств, обеспечивающих целостность и сохранность баз данных.

2.11. Контролировать функционирование компьютерной техники и программного обеспечения, обеспечивающих функционирование и управление базами данных.

2.12. Участвовать в проведении компьютерных антивирусных мероприятий в целях недопущения блокировки, нарушения, искажения, уничтожения информации, хранящейся в базах данных.

2.13. Выполнять процедуры по регулярному обслуживанию баз данных, в том числе ее переиндексации и сжатии.

2.14. Обеспечить периодическое создание и хранение резервных копий баз данных, в обязательном порядке вести журнал учета резервного копирования.

2.15. Проводить в максимально сжатые сроки восстановление баз данных в случае необходимости.

2.16. Обобщать и анализировать предложения и замечания пользователей по результатам эксплуатации баз данных, доводить до сведения разработчиков программных средств информацию об отмеченных недостатках и сбоях в базах данных.

**3. Права администратора БД**

Администратор баз данных имеет право:

3.1. Требовать от сотрудников организации соблюдения установленных технологий обработки информации и выполнения инструкций по работе в базах данных.

3.5. Отключать от баз данных пользователей, осуществивших несанкционированный доступ к БД.

3.6. Сообщать администратору безопасности организации о несоблюдении пользователями требований по защите информации.

**4. Ответственность администратора БД**

4.1. Администратор БД несет ответственность за качественное и своевременное выполнение задач, возложенных на него и изложенных в настоящей инструкции, а также определенных в текущих приказах и распоряжениях руководителя организации.

4.2. На администратора информационной безопасности возлагается персональная ответственность за целостность баз данных, используемых в организации.